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  Oct 30, 2017

Dear Pavel Monakhov

Congratulations  on  completing  the  Cisco® CCNA  Security course  as  part  of  the  Cisco
Networking  Academy® program.  This  hands-on,  lab-oriented  course  has  prepared  you  for
exciting career opportunities in the technology industry.

You  have  achieved  student  level  credential  for  completing  CCNA Security,  and  acquired
competencies that include the following:

• Describe the security threats facing modern network infrastructures.

• Secure Cisco Routers.

• Implement AAA on Cisco Routers using a local router database and external server.

• Mitigate threats to Cisco routers and networks using ACLs.

• Implement secure network design, management, and reporting.

• Mitigate common Layer 2 attacks.

• Implement the Cisco IOS firewall feature set.

• Deploy the Cisco ASA for firewall and NAT/PAT services.

• Implement the Cisco IOS IPS feature set.

• Implement a site-to-site VPN.

• Implement a remote access VPN.

Technical literacy is more important today than ever before, and Cisco is proud to provide you
with the knowledge and skills necessary to build and maintain digital networks.

Please accept my best wishes for your continued success. 

Sincerely,

Chuck Robbins
Chief Executive Officer Cisco Systems, Inc.

              www.netacad.com


